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Denver, Colorado 80203

October 1, 2019

The Honorable Nancy Todd

Chair, Joint Technology Committee
029 State Capitol Building

Denver, CO 80203

RE: OSPB Submission of FY 2020-21 Non-Prioritized Information Technology Capital Requests
Dear Senator Todd:

As required by § 24-37-304 (1) (c.5) (I), C.R.S., please find attached the FY 2020-21 Executive
Branch information technology requests for all state departments other than the Department of
Higher Education. Please note that these requests have not yet been prioritized or recommended
for funding. Prioritization and funding recommendations will be presented to the Joint
Technology Committee (JTC) by November 1, 2019.

Please feel free to contact me by phone at (303) 866-4205, or direct questions and concerns via
email to me at benjamin.s.henderson@state.co.us. At the Committee’s request, Lauren Larson
and I will also make ourselves available to present any necessary information at a future meeting.

Thank you for your consideration of these requests.

%}I’ @M
en Hende
Deputy Director

cc: Representative Jonathan Singer, Vice Chair, JTC
Representative Mark Baisely, JTC
Representative Brianna Titone, JTC
Senator Jeff Bridges, JTC
Senator Jack Tate, JTC
Ms. Luisa Altmann, JTC Staff
Ms. Carolyn Kampman, JBC Staff Director
Mr. Alfredo Kemm, JBC Staff
Ms. Theresa Szczurek, Executive Director, Office of Information Technology
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https://www.ncbi.nlm.nih.gov/pubmed/24071033
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Colorado Master Health IT Consultant

METHODS:
An observational, prospective study was performed using a voluntary, anonymous survey among clinicians
at an urban academic ED. All ED clinicians were eligible to participate. Survey items addressed clinician
perception of whether information from the HIE avoided the use of hospital resources, improved quality of
care, and reduced length of stay (LOS). Cost savings were estimated by multiplying the number of services
the clinicians completing the survey reported they avoided through use of the HIE by the costs of those
services at our facility. The study was approved by the Institutional Review Board at the study site.

RESULTS:
The study was conducted between August and December of 2011. There were 18,529 patient encounters
during the study period and 60 clinicians at the study site who were eligible to participate. The clinicians
consulted the HIE for 5.39 percent of these encounters (998 patients). Surveys were completed by the
clinicians caring for 13.8 percent (n = 138) of these patients. Of the completed surveys, 76 percent (105
surveys) referenced patients for whom the HIE was found to contain information on the patient under care
by the clinician participant. These 105 patients formed the sample on which our analysis was based. Within
this sample of patients, the following studies were reported to have been avoided by the clinicians
participating in our survey: values are percent of patients for whom a study was reported to have been
avoided (actual number of studies avoided): laboratory/microbiology: 30.5 percent (32 studies); radiologic
studies: 47.6 percent (50 studies); consultations: 19 percent (20 consultations); and admissions: 11.4 percent
(12 admissions). Calculated cost savings based on these estimates were as follows: laboratory/microbiology:
$462.85; radiologic studies: $160,893.00; consultations: $3,990.00; and admissions: $118,131.84. Total
savings: $283,477. Clinicians participating in the study reported improved quality of care for 86.7 percent of
their patients, as well as a mean time savings of 120.8 minutes.

CONCLUSIONS:
According to clinician estimates, use of an HIE in this urban academic ED resulted in reduced use of hospital
resources, noteworthy cost savings, decreased LOS, and improved quality of care. Limitations included the
observational nature of the study, selection bias, the Hawthorne effect, and cost estimates being from a
single institution. Allowance was not made for additional services used because of information obtained from
the HIE.

4. Association Between Use of a Health Information Exchange System and Hospital Admissions*

https://www.ncbi.nlm.nih.gov/pmc/articles/PMC3974257

OBJECTIVE:
Relevant patient information is frequently difficult to obtain in emergency department (ED) visits. Improved
provider access to previously inaccessible patient information may improve the quality of care and reduce
hospital admissions. Health information exchange (HIE) systems enable access to longitudinal, community-
wide patient information at the point of care. However, the ability of an HIE to avert admissions is not well
demonstrated. We sought to determine if HIE system usage is correlated with a reduction in admissions via
the ED.

METHODS:
We identified 15,645 adults from New York State with an ED visit during a 6-month period, all of whom
consented to have their information accessible in the HIE system, and were continuously enrolled in two area
health plans. Using claims, we determined if the ED encounter resulted in an admission. We used the HIE’s
system log files to determine usage during the encounter. We determined the association between HIE
system use and the likelihood of admission to the hospital from the ED and potential cost savings.

RESULTS:
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https://academic.oup.com/jamia/article-abstract/24/e1/e150/2907910/Hospitalization-event-notifications-and-reductions?redirectedFrom=PDF
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https://www.brookings.edu/wp-content/uploads/2016/06/hie_returns.pdf
https://medium.com/@ElizabethKStepp/how-electronic-health-information-exchange-hie-can-reduce-health-care-fraud-213a253ab252
https://medium.com/@ElizabethKStepp/how-electronic-health-information-exchange-hie-can-reduce-health-care-fraud-213a253ab252
https://www.ncbi.nlm.nih.gov/pmc/articles/PMC4194977



https://www.healthit.gov/sites/default/files/tx_casestudyreport_final.pdf
http://www.thsa.org/august-2017/hietexas-continuing-query-exchange-services-to-support-hurricane-relief-efforts/
http://www.thsa.org/august-2017/hietexas-continuing-query-exchange-services-to-support-hurricane-relief-efforts/
https://www.healthcare-informatics.com/article/hie/healthcare-informatics-exclusive-harvey-devastates-houston-texas-hie-leaders-move-help
https://www.healthcare-informatics.com/article/hie/healthcare-informatics-exclusive-harvey-devastates-houston-texas-hie-leaders-move-help



https://medcitynews.com/2012/10/hurricane-sandy-underscores-new-yorks-health-information-exchange-and-data-storage-logistics/
https://medcitynews.com/2012/10/hurricane-sandy-underscores-new-yorks-health-information-exchange-and-data-storage-logistics/
http://managedhealthcareexecutive.modernmedicine.com/managed-healthcare-executive/news/inaccurate-provider-directories-create-barriers-care
http://managedhealthcareexecutive.modernmedicine.com/managed-healthcare-executive/news/inaccurate-provider-directories-create-barriers-care
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From a standards perspective, it’s not unusual that the provider’s information doesn’t conform to the data
structure required by the health plan. Take, for example, whether a provider is accepting new patients. Most
health plans capture this data as a binary—yes or no—field, but the reality can be more nuanced. A provider
specializing in a certain branch of medicine may be willing to accept patients that meet certain criteria, but not
the general population. Or the specialist may be able to accommodate new patients at one service location, but
not at another.

Payment Models

18. 3 Strategies for Supporting Value-Based Care with Healthcare Analytics
https://www.beckershospitalreview.com/healthcare-information-technology/3-strategies-for-supporting-
value-based-care-with-healthcare-analytics.html
But we're still in the infancy of value-based care. The key to taking value-based care to the next level is data—
specifically, leveraging the value of clinical and administrative data that exist in both payer and provider
organizations. It demands payers, employers and providers to use the right tools—not only to integrate and
analyze data, but also to share it in ways that are meaningful, providing physicians with actionable information
to improve care.

19. Implementation of Value-Driven Outcomes Program Associated with Reduced Costs, Improved Quality
https://www.eurekalert.org/pub_releases/2016-09/tjnj-iov090816.php
Vivian S. Lee, M.D., Ph.D., M.B.A., of the University of Utah, Salt Lake City, and colleagues measured quality and
outcomes relative to cost from 2012 to 2016 at University of Utah Health Care. Clinical improvement projects
included total hip and knee joint replacement, hospitalist (physicians who practice in the inpatient setting)
laboratory utilization, and management of sepsis. Physicians were given access to a tool with information about
outcomes, costs (not charges), and variation and partnered with process improvement experts.

20. Health IT Tools, Capabilities Required for Value-Based Care*®
https://ehrintelligence.com/news/health-it-tools-capabilities-required-for-value-based-care
A successful transition to value-based care will require effective partnerships between healthcare providers and
health IT developers as well as among providers themselves to ensure that current and future EHR and health
IT infrastructure lead to improved care delivery.

That was the message delivered by the keynote speaker at last week’s Value-Based Care Summit in Chicago.

“Technology is a critically important driver of value-based care. If we don’t have functional systems in place —
technology that is connected, easy to use, provides a free flow of information across systems — then it will be
impossible to effectively migrate to a value-based care model,” said American Medical Association Board of
Trustees Secretary Jesse M. Ehrenfeld, MD, MPH.

General

21. Managing Complexity with Health Care Information Technology’
http://www.hhnmag.com/articles/6094-managing-complexity-with-health-care-information-technology
Information technology has transformative power. It can accelerate processes and make them less error-prone
and more efficient. It can offer new services that overcome distance, time and the need for a physical
structure, such as a storefront. It can deliver information instantly and in novel ways to decision-makers. And it
can run algorithms to monitor equipment and correct minor problems before they become major problems.
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IT Capital Construction Priovity: CC-IT-01

Title: Migration of CCIC to Cloud Infrastructure

Summary of Cash Reappropriated Federal
Requgt L HERG i Funds pl-"l?unlc)ls Funds
FY 2020-21 $2,110,795 $0 $2,110,795 $0 $0
FY 2021-22 50 $0 $0 $0 $0
FY 2022-23 $0 $0 $0 $0 50

Select One: Categories of IT Capital Projects

System Replacement System Enhancement Tangible Savings Citizen Demand
(costs escalating, failing Regulatory Compliance Process Improvement “The Way Things Are”
technology, software or | (new functionality, improved (conscious effort to (transformative nature of
vendor support ended, or | process or functionality, new | reduce or avoid costs, technology, meet the

new technology, e.g., demand from citizens, improve efficiency, e.g., | citizens where they are, e.g,,

DRIVES, CHATS) regulatory compliance, e.g, LEAN, back office pay online, mobile access)
CBMS) automation)

Request Summary:

This request is for $2,110,795 cash funds for FY 2020-21 from the Identification Unit Cash Fund (22Q0) for
system migration of the Colorado Crime Information Center (CCIC) hardware and software to a private cloud
environment. This project will transition the existing software and databases from the agency-procured
hardware (which is 11-years old) to a hybrid environment using a private cloud solution for the production
system, and the CDPS private cloud for the Disaster Recovery (DR) system.

e This request covers hardware procurement, data migration, software migration, testing, project
management and telecommunications components related to the hardware replacement.

» This project will require a thorough testing of all the features and functions of the CCIC. Neither CBI
nor Governor’s Office of Information Technology (OIT) staff resources to perform this testing is
included in this request.

¢ The CCIC stakeholder community includes every law enforcement and non-criminal justice agency
in Colorado that performs criminal background checks for professional licensing, and thereby the
citizens of the State of Colorado. Replacement of the hardware reduces the risk of system outages
and the recovery time for system issues. These reductions in risk improve public safety as well as
officer safety. They also prevent potential delays in professional licensing that could prevent
Coloradoans from gainful employment. Any failure of the CCIC hardware would result in the
immediate and complete suspension of secure electronic communications between law enforcement



agencies in Colorado and would isolate Colorado law enforcement agencies from the rest of the
nation.

o The Colorado Bureau of Investigation (CBI) is reliant on staff members from the Department of
Revenue’s Division of Motor Vehicles, the Colorado State Judicial Department and the Colorado
Integrated Criminal Justice Information System (CICJIS) to successfully complete the project.

Project Description:

This project will replace the underlying hardware for the CCIC state Criminal Justice Information Services
(CJIS) system. The software is supported and regularly updated with acceptable usability and functionality.
The project moves the production CCIC system to the Computer Projects of Hlinois (CPI) private cloud.
However, the disaster recovery system will remain hosted in the CDPS-OIT private cloud’s virtualized
environment.

CCIC is the conduit for law enforcement to access available information from state departments through
integrated web services. CCIC communicates within the state with:

Colorado Department of Revenue —Department of Motor Vehicles

Colorado Department of Health and Environment — Medical Marijuana Registry System

Colorado Department of Parks and Wildlife — Off-Highway Vehicle Registration System

Colorado Department of Corrections

Colorado State Judicial Department

Colorado Department of Human Services — Department of Youth Services

Out of state, the system integrates with:

FBI National Crime Information Center (NCIC)

FBI Next-Generation Identification (NGI)

International Public Safety and Justice Network (Nlets)
Interpol

Canadian Police Information Centre (CPIC)

All 50 US states’ CJIS Systems

US territories of Puerto Rico, US Virgin Islands, and Guam

This system provides background checks for civil licensing of:
e Teachers

» Marijuana licensees
e Foster parents o Racetrack operators
¢ Adoptive parents e Gaming operators
* Attorneys » Federal employees
o Child care providers e Financial industry personnel
o  At-risk adult care providers o Emergency medical technicians
o Real estate agents e Explosive permits
e Medical professionals e Housing program staff
e Liquor licensees

Page 2



Shown below is a sample network diagram of the CCIC and its many computer interfaces.

Overview of CCIC Interfaces (Current)
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The Department has identified the following risks of not proceeding with this project:

1.

Hardware failure - the longer the CCIC operates on the existing hardware, the greater risk of a
catastrophic failure, leaving all of Colorado without access to the state’s criminal justice
information.

Reduced availability of replacement parts — Due to the age of the existing hardware, the CBI has
found it more difficult to obtain additional hard drives, memory and other equipment needed to
maintain CCIC,

Retraining — The number of CCIC users has increased by 100% in the past ten years. Neither CBI
nor Governor’s Office of Information Technology (OIT) have the staffing to retrain users on a new
system.

Background of Problem or Opportunity:

The Colorado Crime Information Center underwent a full rebuild and modemization in 2010. At that time,
hardware was purchased for a full production and disaster recovery system located at the CDPS data center
at 690 Kipling Street and at E-Fort, respectively. Both systems have been in production since that time and
operates on 24/7/365 basis. During the same time period, the user community for the systems has increased
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by nearly 100% and minor hardware improvements, such as adding memory and storage, have been made in
the past decade to accommodate this increase.

However, the fact remains that the system hardware is at the end of its useful life. The software running on
the hardware is functional and will continue to operate on private cloud platform when migrated. In keeping
with OIT’s “Cloud-First” initiative, the production CCIC system will move to a private cloud and only the
disaster recovery system will be state-hosted. This hybrid approach allows the state to keep a copy of the
data on-hand for other potential uses, such as data warehousing and analytics. The project also benefits from
the private cloud’s offsetting hardware costs and focusing accountability for all system issues.

The CCIC system performs a half-billion transactions annually and maintains an operational status at 99.99%,
delivering data between state and national repositories and criminal justice agencies or civil licensing entities.
External state and local agency users comprise 26,000 unique accounts with growth of roughly 10% per year.
Civil licensing users account for a smaller portion of the user community, or about 7,000 accounts.

Justification:

CBI performed a business requirements gathering and environmental scan for this project, which included a
full system replacement as an altemnative. Currently, the Federal Bureau of Investigation (FBI) has a project
underway to modemize the National Crime Information Center (NCIC) which would impact any state project
interfacing with the CCIC. NCIC’s communication protocols and syntax are the foundation for CCIC, and
it was determined it would not be prudent to consider a full system replacement of hardware and software
until the NCIC project is completed.

CBI also considered replacing the existing hardware with new hardware and found that the difference in cost
was immaterial. However, by replacing the hardware only, the CBI and OIT would experience increased
support costs as the vendor that provides the CCIC software is moving to Linux databases while CBI would
have remained on Oracle. OIT would then be required to staff for the support and maintenance of the
databases with little cost difference on maintenance from the vendor.

The final alternative was to continue the status-quo with no hardware replacement. The IBM Blade Station
hardware is no longer supported by IBM, which caused OIT to pay for third-party support. Moreover, there
are no BIOS or firmware updates occurring for the hardware. This violates Federal Bureau of Investigation’s
Criminal Justice Information Security (FBI-CJIS) policy which requires routine patching of all systems
supporting CJIS data. Additionally, as the existing hardware becomes obsolete, compatible hardware
becomes harder to find, and only aging new-old-stock (NOS), non-licensed duplicate hardware, or used
hardware will become unavailable. These options may extend the life of the CCIC, but it would introduce
additional risks and instability into the system. This alternative also does not accommodate further growth,
which as mentioned earlier has been growing by approximately 10% per year.
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CCIC User Demand Chart:

Criminal Justice User Accounts

35000

30000 —

25000 i
|

20000

15000 1

10000

5000

2007 2017 2018 20189 2020 2021 2022

B Increase m Total

Criminal justice agency users are the largest consumer of CCIC services and provide a reliable proxy to
estimate system demand. The above chart indicates growth of the user community over the past decade; the
most recent two years; and estimated over the next four years beginning FY 2018-19. Estimates are based on
an average ten percent (10%) growth experienced over the chart period.

The recommended solution of migrating the system to a private cloud solution has the best cost-benefit
analysis versus the alternatives. Although making no changes would be least costly in the short-term, the risk
of hardware availability and risk of probable system failure are unacceptable for a system so vital to law
enforcement and criminal justice agencies in Colorado. It is anticipated that by the end of the project, user
demand could nearly triple the capacity when the system was initially planned in 2007. Costs are greater for
the other solutions, with no incremental benefit for replacing all hardware and remaining on premises. Fora
full system replacement, CBI may find some benefit from new software, but the existing software is adequate
and is still maintained. Therefore, although there may be potential benefit from a full system replacement,
due to the existing NCIC project and the lack of major issues mean the cost would exceed the benefit.

Change Drivers:
This subsection presents an overview of the change drivers that compelled the Department to pursue an
alternative to the current CCIC system.

Business Drivers:

As part of the discovery process, high-level business goals were identified that support the pursuit of the
future CCIC processing model. These needs, or change drivers, related to the business rule side of this
system operation are listed in the table below.
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Il BusinessGoal ]

Description |

Cost-Effectiveness

Procure a more modular solution with current technologies
that can be managed, updated, and replaced without requiring
wholesale replacement of the entire system.

Risk Management

Manage the risks of implementing and operating the new
CCIC environment while improving system and data integrity.

High Availability

Provide higher levels of service with the ability to meet new
evolving requirements and user operational needs.

Disaster Recovery/ Business
Continuity

Develop and manage a program that maintains a constant,
verifiable state of Continuity of Operations (COOP) readiness
with geographically separated production and disaster recovery
systems.

Vendor Responsiveness

Streamline support model to facilitate timely and quality
responsiveness with the CCIC solution provider(s).

Usability

Maintain user-friendliness of interface for trainers,
administrators, and end users.

Technical Drivers:
The Department identified the following high-level technical needs, or change drivers, to support the
pursuit of updated CCIC hardware with the existing software environment.

Technical Goal = ][/

BB DTG e

Open Architecture

Retain open systems-based architecture that is more reliable,
flexible, and maintainable. CCIC will need to be adjusted
synchronously with the Federal Criminal Justice Information
System (CJIS) N3G project to accommodate future
enhancements.

Standards-Based System

Continue to adhere to national standards for data exchange,
security, and interfaces.

Enhanced Security

Retain the necessary level of system security to protect users
and information from unauthorized access.

Improved Support and Costs

Reduce points of accountability for support to ensure
reporting is made to the appropriate party who can take action
in critical situations. Additionally, reduce licensing costs by
using Linux open-source software,

Scalable Capacity

Increase system capacity to accommodate a higher volume of

transactions without additional procurement of equipment.

Criteria for success:

For this project, success is measured by having as few imperceptible user changes as possible. Specifically,
it means:

Deployment to new hardware with an outage time of less than 24 hours.
No change to user interfaces, no training requirement.

No change to law enforcement agency interface connections.

No modifications required by user agency IT staff.

Simplified support plan with vendor duties clearly defined.
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e No OIT involvement in replacing defective production system hardware.
e Migration from Oracle to Linux databases with zero data loss.
e Reduced software and database licensing costs.

System Hardware Costs and Alternatives:
The Department worked with the vendor to determine the costs of the hardware replacement options. The
below table shows the options explored and the annual 5-year cost of the transition.

Hardware Solution || Total Cost.____ || Annual Cost

No Change — Continue using existing hardware* $4,023,875 $804,775
On premise — CDPS purchases new hardware with shared
OIT/Vendor support. $5,312,177 $1,062,435

Vendor Private Cloud — Vendor purchases and hosts
hardware with support provided by vendor. $5,472,894 $1,004,578
*Replacement costs for failed equipment replacement not included in this estimate.

The cost table above does not include third-party project management or independent verification and
validation (IV&V) services. Like the previous CCIC replacement, the Department anticipates use of a
contracted project manager for the duration of the migration. Similar to the previous rebuild effort, the
Department anticipates project management services for two years beginning FY 2020-21. Upon the
conclusion of the migration to the private cloud, the Department will contract for Independent Verification
and Validation services using an estimated five percent of total contract cost, or $54,170 cash funds. The
total amount of professional services estimated for the migration effort is $182,691 cash funds.

If this request is not approved, and the State makes no changes, then the Department faces a much greater
risk of system failure due to age of the hardware components. This would create a public safety risk because
law enforcement personnel would have no access to driver’s license, warrant, sex offender or criminal history
information. It would also cause economic hardship by delaying the hiring processes in a number of
industries which rely on professional licensing of employees. The use of aged hardware would also place
the data stored within at risk of loss or degradation. Security vulnerabilities would grow, placing the personal
information and criminal history information of Colorado citizens at risk of data loss. Replacing system
hardware reduces these risks but leverages existing software to keep costs manageable.

Implementation Plan:

Change Management:

¢ Implementation will be a Department IT project and will be managed according to the standards of
the Governor’s Office of Information Technology’s Project Management Office, and the Project
Management Institute. Pursuant to state law, the CBI will contract an Independent Verification and
Validation (IV&V) Project manager for appropriate oversight. Due to the potential impact to
Department business operations, the CBI may also engage a contracted project manager to work in
collaboration with an OIT project manager.

e Training on this project will include instructing individuals with database access to use the Linux
database. The project assumes no end-user impact and therefore, no end-user training,
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o Testing will involve full unit testing, system integration testing (SIT), performance testing, and data
validation performed by the vendor and CBI staff. SIT may require engagement of managers and
support staff for interconnected systems and therefore those individuals will be included in all
communications planning.

o Stakeholder management will include engagement of the CBI-CJIS Advisory board members,
managers of interconnected systems, as well as maintaining executive awareness of the project with
law enforcement and non-criminal justice agency leadership. Advisory board members will advise
on any changes that would be noticed or impactful on the law enforcement community. Although
none are expected, they will be engaged for project awareness as a contingency. Managers of
interconnected systems will be engaged to determine windows for testing and to ensure changes are
well planned and understood. Because this project will slow or delay system changes to CCIC,
therefore awareness for external stakeholder entity leaders must be built into the project.

Alignment with OIT Best Practices and Standards:

The OIT-CDPS five-year roadmap includes updating the hardware of the CCIC system. This project is a
milestone goal in that roadmap. As stated previously, the CBI is aware that as a State IT project, the OIT
Portfolio and Project Management Office practices and standards will be followed. All changes will comply
with the OIT Cyber Security Policy, and the FBI-CJIS Security Policy.

Procurement:

Due to the retention of proprietary software and database structures by the CCIC vendor, or Computer
Projects of [llinois (CPI), this project will be sole-source. OIT will provide procurement guidance on the
contract with CPI. Furthermore, OIT will recommend and procure any needed hardware for the disaster
recovery system placed at CDPS with advisement from the vendor and CBI.

Disaster Recovery and Business Continuity:

Both CBI and OIT-CDPS have Continuity of Operations {COOP) and Disaster Recovery (DR) plans which
include CCIC. This project remains in alignment with the goals of those plans, and improves disaster
recovery by increasing the geographic distance between the production and DR systems.

Accessibility Compliance:
Because this project does not change the end-user experience, accessibility compliance for the end user
remains with the interface provided by the user agency.

Impact to IT Common Policy (For Statewide OIT Projects Only):

This hardware upgrade will retain all existing web services and exchange processes with other state agencies.
Successful testing and verification of the project milestones will be measured by the continuity of existing
processes and exchanges without change.
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ADDITIONAL REQUEST INFORMATION

Please indicate if three-year roll forward spending X0  Yes O No
authority is required.
;se ;l;‘l?s a continuation of a project appropriated in a prior O  Yes x0O No
If this is a continuation project, what is the State
Controller Project Number?
Please attach letter from OIT indicating review and
approval of this project
ESTIMATED PROJECT TIME TABLE

Steps to be completed Start Date Completion Date
Draft Request for Proposal (RFP) for Project Management Services Apr 2020 Jun 2020
Post Request for Proposal Jul 2020 Jul 2020
Convene RFP Selection Committee Aug 2020 Aug 2020
Post RFP Award for Project Management Services Sep 2020 Sep 2020
Cloud Migration Kickoff Meeting Oct 2020 Oct 2020
Complete Cloud Migration Project Jun 2021 Jun 2021
Draft RFP for IV&V Services Jul 2021 Jul 2021
Post RFP for IV&V Services Aug 2021 Aug 2021
Convene RFP Selection Committee Sep 2021 Sep 2021
Post RFP Award for IV&V Services Oct 2021 Oct 2021
Complete IV&V Project Nov 2021 Jun 2022

CASH FUND PROJECTIONS (DELETE IF NOT APPLICABLE)

Cash Fund name and number:

(22Q0)

Colorado Bureau of Investigation Identification Unit Fund

Statutory reference to Cash Fund: 24-33.5-426 C.R.S.

Describe how revenue accrues to the fund:
checks.

Revenue is collected for the purposes of fingerprint criminal
history record checks and name criminal history record

Describe any changes in revenue
collections that will be necessary to fund

No revenue changes are expected.

this project:
. FY 2019-20 Projected FY 2020-21 Projected
EEdYufmFsl;llnfl g;tl:::lce g: dzi:)llgl;fl(l)l(};g;r:ltli(: Ending Fund Balance Ending Fund Balance
g & with Project Approval | with Project Approval
$5,552,662 $6,252,662 $6,070,232 $6,131,727
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